










CSI Communications | May 2015 | 36 www.csi-india.org

Article Amit Badheka
Senior Technical Architect Research & Innovation, IGATE Global Solutions Mumbai, India

Introduction
Enterprise security includes the measures 

taken to ensure security of enterprise 

applications and sensitive data. Earlier, 

security was thought of as physical 

security, and emphasis was on securing 

physical space and premises that contained 

enterprise application infrastructure. 

However, increasing exposure of applications 

over cloud has resulted in application data 

being highly vulnerable to a wide variety of 

threats. The enterprise security space has 

already gone through one transformation 

with a shift in focus from parameterized to 

de-parameterized security solutions that 

protect the point of access to the data, rather 

than the physical database and servers. The 

next wave of transformation will be the use 

of more than one dimension of the users 

in order to take security-related decisions. 

The use of context aware intelligence for 

security, as described in this paper, is a step 

in that direction.

Context awareness originated as a 

term from ubiquitous computing and has 

been a topic of research since the last 

few decades[1, 2, 3, 4, 5]. However, recent 

developments in smart mobile devices, 

ubiquitous presence of sensors, aff ordable 

wireless communications, big data 

technologies and proliferation of social 

networks enable organizations to leverage 

technologies related to location tracking, 

proximity awareness, voice recognition, 

social media integration and so on, to 

build context aware intelligent solutions. 

The contextualization in security will bring 

in more than one aspect of the user, e.g. 

access to other information such as user’s 

location, to take well informed security 

policy decisions. Also, by leveraging data 

about what is happening in real-time, 

enterprises can better prioritize their 

policy adaptations, remediation activities 

and attack-response practices.

This paper describes how enterprise 

applications can implement security 

features that uses context to take security 

decisions. We present a conceptual 

framework for modeling Context Aware 

Intelligence[6] (CAI). The architecture of 

our platform, based on this framework, 

is discussed in the next section. How 

such a platform can be used to enhance 

application security is also described 

through a case study in subsequent 

sections.

Context Aware Intelligence & Security
Context Aware Intelligence (CAI) 

framework helps enterprises identify and 

develop adaptive enterprise applications. 

The CAI framework is designed to defi ne 

situations that can be evaluated based on 

current context any point of time. Due to 

its highly adaptable design, the framework 

has wide level of applicability across various 

domains including enterprise security. The 

section below explains the key concepts of 

CAI and how it can be used in implementing 

security features.

Context Aware Intelligence Framework

Context Aware Intelligence (CAI) 

framework provides a scalable and fl exible 

solution for integrating information from 

diff erent sources, and incorporating context 

awareness within an enterprise application. 

For simplicity and completeness of context 

modeling in enterprise applications, CAI 

classifi es contexts into the following four 

categories:

• Identity Context – This category 

considers data about an entity such 

as user profi le, intent, actions, 

characteristics, demographics, 

preferences, interest and history.

• Location Context – Location can 

be described in diff erent ways, 

depending on the application 

requirements such as local vs. remote, 

relative vs. absolute, location point 

vs. location area, and so on. The two 

main groups that we have considered 

are physical vs. geographical. 

Physical location is related to 

a global geographic coordinate 

system and provides an absolute, 

accurate, grid based position in the 

form of a <latitude, longitude> pair. 

Geographical location is used to 

deal with natural geographic objects, 

such as countries, cities, and also zip 

codes, postal addresses and so on.

• Time Context – This category 

deals with information required 

to handle dynamic environment 

in the application such as change 

of situation over time, support for 

inference on various changes that 

may take place over a period of time, 

time zones, time interval and so on.

• Environment Context – This category 

deals with physical objects and 

devices that exist in an application 

environment, and participate in data 

acquisition, reasoning and action.

Conceptual Security Framework

The core security model is not very diff erent 

from industry norms as shown in Fig. 1. 
Hence, the core functions of the framework 

are:

• Identify – Identify risk, critical resources 

and systems performing critical 

business function. The functions such 

as identity and content management 

could be defi ned by this core function.

Context Aware Intelligence: Approach for 
Multi-Dimensional Security

Abstract: In this paper, a novel approach to implementing contextualized security features for enterprise applications is presented. This 

approach provides adaptability to existing security infrastructure of enterprise applications, thereby enhancing information security. 

Our framework provides a context engine that uses intelligence to extract and analyze contexts, and identify actions as demanded by 

the security situation. The viability of the context engine is exemplifi ed by a simple web application featuring security aspects such as 

authentication, authorization and transactional security.

Fig. 1: Security model
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• Detect – Detect any unwanted event 

that can be a threat to the critical 

resources and information. The 

activities such as continuous intrusion 

and tamper detection, fault handling 

etc. are examples of the detect function.

• Act – Take preventive action, 

sometimes known as countermeasure. 

Some of the countermeasures that can 

be implemented under Act function 

are authentication, access control, 

message protection, etc.

For the purpose of this paper we will 

focus on Act functions of security 

framework. Hence, it is important to have 

a basic understanding on some of the key 

countermeasures and their challenges 

that we can address by contextualization. 

Some of these countermeasures are 

covered here:

• Authentication – The most prevalent 

form of authentication is username 

and password. Unfortunately, it is 

also the one of the most unsecure 

method. For example, system asks 

for a password when a person is 

trying to login. The person will be 

allowed to access the application 

on providing the correct password. 

However, system does not establish 

that the person who is given access 

is the genuine user of the application.

• Access Control – Access Control, 

also known as Authorization - is 

mediating policy-driven access to 

resources on the basis of identity. 

The permissions are mostly 

implemented using Access Control 

List (ACL) where access permissions 

are defi ned for each user. ACLs 

are normally static in nature and it 

becomes diffi  cult to defi ne when we 

have a large number of resources 

with varying permissions for each 

user. E.g. setting permission for too 

many fi les in the fi le system.

• Audit – (a.k.a Accounting), is log 

statements for the purpose of 

reporting some key user activities. 

Most of the time, audit logs are not 

given its due importance. It has been 

observed that not much attention is 

given to identify critical situations 

reported in an audit log. The audit logs 

can be a crucial piece of information 

to identify fraudulent transactions 

and the user performing it. It could 

result in big loss if evidences of audit 

logs are not recorded appropriately. 

It would be a good idea if we can 

generate audit situations dynamically 

based on contextual data so that 

applications can capture critical 

information about any critical 

transaction.

CAI Security Architecture

In order to come up with contextualized 

security architecture and address some 

of the challenges described in the above 

section, we start with the standard and 

very basic security architecture, which 

suggests that an entity trying to access an 

application or data should be controlled 

by Authentication and Authorization. 

Audit log should be kept to keep a check 

on the activities of the entity. In order to 

build a secure application, we need to 

implement these three services namely 

Authentication, Authorization and Audit 

(AAA) properly.

Context aware security architecture 

provides a scalable and fl exible solution 

for integrating information from diff erent 

sources and building dynamic policy 

driven security services that provide 

security features such as AAA. For 

example, consider a situation where a 

phishing attack is launched with an email 

containing a link to a targeted attack 

download. Signature-based mechanisms 

will not stop this — the organization’s 

antivirus software will not detect the 

payload and that the URL is known to be 

"bad". However, before the user is allowed 

to navigate to the site, the secure web 

gateway performs a look-up of the URL’s 

reputation (which is a form of context), 

and navigation will be blocked, preventing 

the virus attack.

At present, industry analysts such as 

Gartner[7] recommends that organizations 

begin the transformation to context-

aware and adaptive security infrastructure 

as they enhance static security 

infrastructure, such as fi rewalls, and web 

security gateway and endpoint protection 

platforms. The next section provides 

some insights into how we can use simple 

contexts and implement basic security 

functionality such as authentication, 

access control to prevent threats and 

fraud transaction.

Case Study – CAI Security in Banking
The use case considered here is to 

enable a fi nancial services application to 

detect vulnerable events using various 

contextual information such as: (a) User 

details (name, date of birth, username, 

password), (b) Financial details (account 

details, account type), (c) Location details 

(base location, current location), and (d) 

social details (social network details). This 

is depicted in Fig. 2 below. 

Obective
The fi nance application built using CAI 
security provides simplistic and dynamic 
security to the fi nancial institutes such as 
banks, in order to protect sensitive data. It 
also provides opportunities for reducing 
security needs of a user depending on 
intent (type of activities to be performed) 
and other contextual information such as 

Fig. 2: CAI Security in Banking
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time and location. The main objective of 
this sample application is to demonstrate 
the following aspects of CAI security:

• Easy-to-defi ne situations in a fi nance 

application that can be evaluated to 

detect any threat without referring to 

static security policy.

• Situations that can consume data 

from various sources and capture 

contextual information of the user in 

order to defi ne application’s security 

behaviour.

Demonstrate a few security 

situations in Authentication, Authorization 

countermeasure using contextual 

information from diff erent sources.

Business Scenarios

The application demonstrates three 

scenarios where a user is provided with 

authentication option and data access 

control depending upon context. The 

situations that were implemented as a 

part of this case study are hypothetical 

in nature and implementation may vary 

depending on the business needs of 

fi nancial institutes. The details of the 

situations implemented are as follows:

• Personality association using 
pairing of personalized device(s): 

Consider the situation where a user 

can pair his personal device such 

as mobile or smart watch, and the 

business app is installed on that 

device. Whenever the user tries to 

access the net banking application, 

or mobile app or smart watch app, 

the availability of paired devices can 

be used to strengthen the parameters 

that defi ne authenticity of user. The 

existence of the person’s registered 

mobile device that gets paired to 

the computer from where the net 

banking application is being accessed 

strengthens the parameters that 

defi ne authenticity of the user.

• Restricted access on multiple 
attempts in a time period: The 

situation used the information 

such as number of access attempts 

in a duration, local time zone, 

access channel (web, mobile) and 

location of access. If there are 

multiple access attempts made 

and contextual information is 

varying drastically then access 

can be blocked for the security 

reason. The user will be notified to 

change credentials on possibility of 

compromised account.

• Social network analysis (a): The 

situation uses social network 

details of user in order to generate 

dynamic security questions in order 

to personalize security parameters. 

This type of situation can be used to 

enhance user experience by reducing 

security overheads on the user to (re)

set the answers to these questions. 

The system can determine what 

questions to ask and when to ask.

• Social network analysis (b): The 

situation uses social network details 

of user as available. It analyses 

the social behavior of user and 

determines any indicator suggesting 

change of location by the user, 

which is diff erent from his base 

country. If there is a request for 

money withdrawal from any ATM 

in his base country, security level 

can be increased to get some more 

personalized information from the 

user such as security questions to 

establish the authenticity of user. The 

user will be notifi ed on unsuccessful 

attempts to change credentials on 

possibility of compromised account.

Fig. 3: Contextualized security soluti on
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Solution

The context aware security solution is 

built using Context Aware Intelligence 

framework that enables us to defi ne 

situations, by providing the intent and 

environmental information (context) 

that can recognize the situation. The 

environmental information we have 

considered for these situations are 

personal details, account details, address 

details, social details, time related details 

and social network details. The solution is 

depicted in Fig. 3.

In this solution, we used the CAI 

framework to integrate with various 

data sources such as social network 

(Facebook), and enterprise data stores in 

order to extract information such as user 

details, account details. We are fetching a 

huge amount of data from social networks 

and pre-populating them for further 

analytics like NLP for location detection. 

CAI framework uses query based data 

retrieval for the context manager to 

periodically evaluate contextual data, 

identify & evaluate impacted situations. 

The events & notifi cations generated by 

CAI framework are used by the sample 

application to take security decisions. 

Some implementation details on the 

situations are as below:

• Personality association using 
pairing of personal device(s): In this 

situation, the account details context 

can be used to keep information 

about the personal device that will 

get paired. So, whenever there is an 

attempt made to access user account 

from any of the personal devices or 

using a web channel the password 

can be used in conjunction with 

paired devices to ensure the user is 

the same person by authenticating 

the person.

• Restricted access on successive 
attempts in a time period: In this 

situation, user context stores base 

location details; time context stores 

base time zone, time of request, 

number of occurrences; and location 

context stores base location and 

transaction location details. All 

these contextual information will 

be validated on successive access 

attempts made on a user account.

• Social network analysis (a): In 

this situation, the contexts used 

are user context, social context to 

analyze social network behavior of 

user and identify some personalized 

questions that can be used as 

security questions. This should allow 

systems to be dynamic and present 

personalized user experience instead 

of static security questions.

• Social network analysis (b): In 

this situation, the contexts used 

are user context, social context to 

determine status/ post suggesting 

travel, location context storing base 

location, and any indicative location, 

account context for debit/ credit card 

details.

Implementation Challenges

Using context aware computing for 

security is an emerging area. The fi nance 

industry will need lots of research in this 

space to establish benefi ts and value add 

to the fi nancial business process. One 

of the main objectives of security is to 

prevent frauds happening with fi nancial 

transaction that involves transfer of money. 

Hence, there are a few challenges that we 

identifi ed in adopting contextualization 

for implementing security in fi nancial 

applications which are as below:

• It is very critical to identify reliable 

sources of information in order 

to take security decisions. It is a 

challenge to use social media as 

contextual information source due 

to its perceived lack of security and 

questionable quality of data.

• Financial transactions are very 

critical and time sensitive. It will be 

a huge challenge to ensure real-time 

performance with diff erent types 

of contexts used for implementing 

security features for large number of 

concurrent users.

• Data retrieval and aggregation is 

a challenge since information can 

come from many sources supporting 

diff erent data formats.

Conclusion
In the age of digital transformation, 

industry needs to off er innovative 

products & services, ease of use 

and ensure effi  ciency in service 

provisioning. Customers are expecting 

not just products and services but also 

convenience, comfort and assistance in 

making informed decisions. Hence, it is 

important to understand end-user needs, 

what worked for him/ her, and what 

did not in order to provide personalized 

service experience to each and every end-

user. The rise in IoT, data analytics, smart 

mobile devices and social networks are the 

catalysts that an enterprise can leverage 

in order to keep customers regularly 

informed with relevant information, to 

make decision making easier. CAI and 

context aware security are examples of 

how such personalized, decision-support 

capabilities can be provided to individuals 

in a relatively easy, confi gurable manner.
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Introduction
In today’s global society, e-learning may 
provide a lot of useful features in a wide 
range of learning and teaching situations. 
The emergence of Information technology 
and society has resulted in evaluation of 
e-learning. It has also impacted on socio-
cultural and economic development 
globally. Some of the researchers suggest 
that the e-learning is not time tested 
and therefore a continuous research is 
required in this area and it needs lots of 
understanding in this particular area.

It is a type of learning supported by 
information communication technology 
that improves quality of teaching and 
learning. e-learning encompasses all 
computers and internet based activities 
that support teaching and learning both 
on campus and on distance.

[1] e-learning can be implemented 
in the various ways including the 
synchronous, asynchronous and the 
computer based. Author defi nes the 
e-Learning as use and acquisition of 
knowledge facilitated and distributed by 
electronic means. 

There are various form of learning 
and for the e-learning skills and 

technologies a mixed approach is to be 
adopted. As e-Learning provides the many 
opportunities to facilitate and support 
learning. The creation of an e-Learning 
experience has “to understand the various 
features of the medium, as well as various 
ways it can be used    eff ectively  to impart 
the learning”. 

The environment facilitated by 
the e-learning where student takes the 
ownership of their own learning. 

e-Learning: Evaluation and Development
The technology progression has been led 
to the wireless broadband development 
technologies which are supporting the 
learning with the portable devices. The 
above architecture is further developed 
including web based features leading 
to the emergence of intranet/extranet/
internet which are supporting the 
e-learning with web based environment. 
The network technology evolution is 
evidenced from wireless broadband 
access technologies to the development 
of client-server networks.

Factors aff ecting e-Learning 
Implementation
The implementation will depend on the 

level of readiness in terms of the 
budget, infrastructure and human 
resources such as experience, skills, 
knowledge and attitude.

Literature review shows that 
there is various works done on the 
e-learning implementation and 
development and it is presented in 
the literature. The comparison of 
the studies is done. The topics are 
the perception, evaluation, and the 
pedagogy and monitoring studies. 

In this direction researchers 

and practitioners have given methods 
for implementation. Table 1 below 
summarizes the various methods, issues, 
and challenges for implementation of 
e-learning. There are several development 
and e-learning implementation models 
are there.

Review of the Literature
The existing literature on e-learning is 
reviewed and presented in summary form 
in the table 1. It can be concluded from the 
literature that although there are various 
implementation methods for e-learning, 
the organization has to decide which 
method is suitable and applicable on their 
structure and environment.

Research Objectives and Methodology
Objectives
Main objective is to fi nd out methods 
to implement e-learning for eff ective 
classroom teaching. To achieve main 
objective following sub-objectives are set: 
 • To fi nd out the impact of technical 

support and arrangements on the 
eff ectiveness of the teaching.

 • To compare the eff ectiveness of 
teaching through ICT and e-learning, 
with traditional method of teaching 
this is physical presence of teacher in 
the class.

Methodology
Universe of the Study
Higher education Technical Institutes in 
Pune region of India are included in the 
study as Pune is the educational hub in 
west of the India. Students associated 
with various institutes, forms the universe 
of the study.
Sampling Frame

List of higher technical institutes in 

e-Learning for Eff ective Classroom Teaching: A Case 
Study on Educational Institutes in India

Case 
Study

Sarika Sharma
Director, JSPM’s Eniac Institute of Computer Application, Pune

Abstract: The use of technology-based learning and electronic learning (e-learning) is one of major trends in the fi eld of higher education. 
E-learning has advantage, that’s why more higher education institutes have implemented it. They are investing in this, so there is a need to 
analyze  the methodology for eff ective use of e-learning in class room teaching. Jayawant Shikshan Prasarak Mandal is an educational Trust 
in Pune, India which is providing technical education in various disciplines. There are more than 70 institutes running under the trust These 
institutes have organized a series of lectures for MCA students to implement eff ective e-learning in collaboration with Maharashtra Knowledge 
Corporation Limited (MKCL). However, it was observed that there is a lot more to e-learning than just technology. The eff ectiveness of these 
lectures was evaluated by feedback of students. This study also reviewed the literature available on implementation methods of e-learning and 
recommendations are given for the improvement of classroom teaching through e-learning. 
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Fig. 1: Generic view of e-learning systems
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Table 1:  Summary of literature on e-Learning implementati on
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Pune Region was considered, which forms 
the sampling frame. 
Sampling Method

The sample technique selected is 
random sampling.
Sample Size

As per list there are 12 higher 
learning Technical Education Institutes, 
off ering Post graduate degree in 
Business administration and computer 
Applications in the JSPM trust.  Total 
number of the students are about 3000. 
From each of these institutes 10 fully fi lled 
questionnaires were collected. In total 120 
respondents participated in the study. 
Duration of the data collection was May 
2013 to July 2013.
Data Collection

Primary data collection was done 
using two pre-tested questionnaires and 
interviewing method. The effi  cacy of the 
questionnaires (schedules) was tested 
on a small group of respondents and the 
necessary modifi cations were made on the 
basis of the feedback received from these 
respondents. The modifi ed questionnaires 
were used for collecting the data. The 
questions were framed so as to cover all 
the dimensions for the study.

Empirical Data Analysis
To fi nd out the impact of technical 
support, and arrangements on the 
eff ectiveness of the teaching.
Tool Applied: Multiple Regression 

Dependent Variable: Eff ectiveness of 
teaching

Independent Variables: clarity of 
voice, continuity of data, vision quality, 
Conversation ability 

Predictors: (Constant), clarity of 
voice, continuity of data, vision quality, 

Conversation ability
Dependent Variable: Eff ectiveness of 

teaching 
Predictors: (Constant), clarity of 

voice, continuity of data, vision quality, 
Conversation ability

Dependent Variable: Eff ectiveness of 
teaching 

Dependent Variable: Eff ectiveness of 
teaching

The tables above 
represent the regression 
model, it can be seen that the 
value of ‘R square’ in table 1 is 
.314 which is significant too. 
From table 2 the F value is 
7.919 significant at 0.01 level. 
It can be analyzed that the 
impact of the clarity of voice, 
continuity of data, vision 
quality, Conversation ability 
on Effectiveness of teaching 
is 31 percent. Rest of the 
performances affected by the other 

factors. From the coefficient’s table 3 it 
can be analyzed that continuity of data, 
vision quality are significant at 0.01 
level. 
To compare the eff ectiveness of teaching 
through ICT and e-learning, with 
traditional method of teaching this is 
physical presence of teacher in the class.

Students were asked to rate the 

e-learning lecture as better, same, or 
worse in their choices and the data is 
analyzed as and presented as in Fig. 2.

It shows that students were satisfi ed 
with the virtual lectures and are ready 
to accept the e-learning along with the 
traditional teaching method, as 51 percent 
have rated the virtual lectures better than 
that of actual presence of the teacher, 
32 percent did not fi nd any diff erence 
between the two, and 17 percent fi nd the 
presence of teacher better than the virtual 
teaching.

Results and Discussions
 • It is advisable to have a robust 

technical support system 

Figure 2: Teaching Eff ecti veness

Table 3: Anova

Table 2: Model Summery

Table 4: Coeffi  cients
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implemented for conduction of virtual 
classroom lectures for e-learning.

 • Continuity of data and the vision 
quality has an important role to play 
as they aff ect the teaching quality 
signifi cantly while the lecture is going 
on.

 • Adoptability of the e-learning 
methods among the student if there 
and they are ready to accept it in case 
the implementation is done

Talking About Future
It is concluded that e-learning system has 
to be aligned at various levels including 
state, university, faculty and individuals. 
Problems and actions to be taken have to 
be identifi ed at all levels. e-learning should 
be considered as an essential element of 
learning and teaching. It can be concluded 
from the survey that most ranking goal 
of e-learning is to improve the learning 
outcomes and educational processes. 
The requirement for development 
of strategy, network infrastructure, 
continuous training  of faculty members 
and specialized e-learning centres is the 
outcome of the study.
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Dr.Sarika Sharma is Director at JSPM’s Eniac Institute of Computer Application, Pune, She has done MCA from 
Banasthali Vidyapith, Rajasthan and Ph.d.  in Data Mining from GGSIP University, New Delhi. She is also life 
member of professional bodies like Computer Society of India, Indian Science Congress, ACM’s Computer Science 
Teachers Association, New York, 
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Brain Teaser Dr. Durgesh Kumar Mishra
Chairman Division IV Communications, Professor (CSE) and Director Microsoft Innovation Center, 
Sri Aurobindo Institute of Technology, Indore

Crossword »
Test your knowledge on Cyber Security
Solution to the crossword with name of all correct solution providers(s) will appear in the next issue. Send your answer to CSI 

Communications at email address csic@csi-india.org with subject: Crossword Solution – CSIC May Issue. 

Solution to April 2015 crossword

CLUES
ACROSS
1. A mathematical process applied on a set of data to represent that data.
4. A property achieved through cryptographic methods to protect against an 

individual or entity falsely denying having performed a particular action 
related to data.

5. The protocol which provides security at the network layer
8. A characteristic or specifi c weakness that renders an organization or 

asset open to exploitation by a given threat.
9. An attack which tries to make services and resources unavailable.
12. The device which checks all incoming and outgoing traffi  c for defi ned 

security
16. A  malicious program which does not need a host program.
17. A network point that acts as an entrance to another network.
18. The property that ensures that the information is not modifi ed.
19. The protocol used for email security.
20. A tool installed after a compromise to give an attacker easier access to the 

compromised system around any security. mechanisms that are in place.
21. A collection of compromised computers.
22. Any computer that has full two-way access to other computers on the 

Internet
23. A message in encrypted form.
24. The information gathering and analysis of assets to ensure such things as 

policy compliance and security from vulnerabilities.
25. The mathematical science that deals with cryptanalysis and cryptography.

DOWN
2. Passive wiretapping, usually on a local area network, to gain knowledge of 

passwords.
3. A computer connected to the Internet that has been secretly compromised 

with malicious logic to perform activities under remote control of a remote 
administrator.

6. A digital form of social engineering to deceive individuals into providing 
sensitive information.

7. Software that compromises the operation of a system by performing an 
unauthorized function or process.

10. Faking the sending address of a transmission to gain illegal entry into a secure 
system.

11. An authentication service.
13. An unauthorized act of bypassing the security mechanisms of a network or 

information system.
14. Listening to a private conversation which may reveal information which can 

provide access to a facility or network.
15. The process of verifying the user.
19. A small update released by a software manufacturer to fi x bugs in existing 

programs.

Did you know How to create strong password?
Creating strong password is very important 
while making an account anywhere as the 
attacker tries different combinations to hack 
your account. As a counter measure your 
password must contain as many characters as 
possible (typically minimum 8). Your password 

must be a combination of alphabets, special symbols, and numbers. 
It will become more diffi cult to crack if it is a combination of 
upper and lower letters. Do not use names, date of birth or 
mobile number with passwords as they can be easily guessed. 
Based on above suggestions if your password is weak, please 
change your password right now.

Rashid Sheikh
Associate Professor, Sri Aurobindo Institute of Technology 
Indore

We are overwhelmed by the response and solutions received from our 

enthusiastic readers

Congratulations!
All Correct answers to April 2015 month’s crossword received 

from the following reader:

Er. Aruna Devi (Surabhi Softwares, Mysore), 
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“Necessity is the mother of invention.” Famous quote by Plato 

always strikes that, that engineers should do something in right 

place to knock on earth. The methodical investigation into study 

and sources always requires establishing facts and determining 

way to reach conclusions. It can be written as Quality Research.
Department of CSE & IT of Swami Vivekanand College of 

Engineering, Indore has successfully organized Expert talk on 

“Quality Research and Plagiarism” in association with “CSI-
SVCE” Student Chapter on April 15, 2015 and CSI Division IV 

Communications. 

Dr. D K Mishra, Chairman, CSI Div. IV Communications 
was expert of happening. Dr. Mishra, shared his experiences 

with diff erent research problems and discussed variety 

of practical solutions. He also enlightens a light of beam 

on importance of Plagiarism and unique quality solutions. 

The event was started with lighting of lamp followed 

Prof.  Pradeep Rusiya-CSE & Prof. Preetesh Purohit-CSE welcomed 

the chief guest. The occasion was managed by Prof. Surbhi 

Parnerkar along with Mr. Ashish Hardia & Mr. Neeraj Kushwah.

The complete talk was great success with participation of 

more than 60 students and faculty members. Prof. Vijay Birchha, 

Head-CSE facilitated the guest with souvenir of memories and 

gives vote of thanks.

2.�All India Conference on Sustainable Product 
Development (AICON’2015)
CSIT Engineering College Durg organized AICON’2015 on 24th

– 25th April 2015. The inaugural function of the AICON’2015 

(All India Conference) with the theme “Sustainable Product 

Development” took place on 24th April 2015.The function 

saw the gracious presence of Dr. ING BVA Rao, Chairman, 

National Design Forum, Institution of Engineers (IE) as the Chief 

Guest, Er. Ajay Prakash Verma, Chairman, CSIT, Dr. Anurag 

Verma, Director, CSIT, Dr. P.Mahesh , Principal, CSIT , Dr. N T 

Khobragade, Dean (Academics), Directors and Principals of 

Engineering Colleges, researchers and faculty members, across 

the country and representatives of the media. The conference 

was attended by nearly 175 participants, including more than 25 

listener participants from the diff erent colleges. Total 273 papers 

were received in the conference. The Program started with the 

ceremonial lighting of the lamp and the welcome of the guests by 

the presentation of bouquets. In his welcome address the Director 

of CSIT and Organizing Chair, Dr. Anurag Verma welcomed the 

guests and highlighted upon the signifi cance of the conference 

theme. He also said that it is a matter of great honor to have a 

person of stature of Dr. ING B.V.Rao to have as the Chief Guest.

The fi rst day Session Chair & keynote speaker Dr. D K 
Mishra, Professor (CSE) and Director, Microsoft Innovation 

Centre at Shri Aurobindo Institute of Technology, Indore discussed 

the way of improving the research capability and way to do the 

research for research scholars. His lecture provided the guidelines 

how to choose the topic, how to write the algorithm and how to 

start the work. In second session, keynote speaker was Dr. Asha 
Ambhaikar, Professor & Dean(R&D), CSE ,Raipur discussed about 

the role of Cloud computing in the research area. Total 21 papers 

are presented in fi rst day. 

Second day Dr. H S Hota , Associate professor, Bilaspur 

university was the key note speaker. He delivered the lecture on 

Data Mining in research area. Total 15 papers were presented in 

whole day. 

AICON’2015 was concluded by Valedictory function 

addressed by Dr. N T Khobragade, Dean (Acad.). He addressed all 

the dignitaries and research scholars and invited Er. Ajay Prakash 

Verma , chairman CSIT and Dr. Anurag Verma , Director ,CSIT to 

distribute the certifi cates , also some dignitaries for collecting 

the feedback. The general feedback from the participants was to 

conduct many more such CSI events in the college campus.

gigivevess vovotete o off ththananksks..

A Report from CSI Division IV Communications
Chairman, Dr. Durgesh Kumar Mishra

1.�Expert Talk on “Quality Research and Plagiarism”

International Conference on ICT for Healthcare
24-25 July 2015

Papers due : May 30, 2015

www.csi-udaipur.org/icthc-2015

Contact : Dr. Durgesh Mishra, Chairman Div - IV, CSI, drdurgeshmishra@gmail.com, Dr. A. K. Nayak, akn_iibm@yahoo.com, Mr. Amit 

Joshi, amitjoshiudr@gmail.com
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Computer Society of India – Rajkot Chapter
“Layer-3 Switching”

Computer Society of India – Rajkot Chapter, arranged a two 

hour Knowledge Forum Session on “Layer-3 Switching”. Total 35 

participants attended this workshop.

The session taken by a very renowned personality, Dr. Atul Gonsai, 

Associate Professor, MCA Department, Saurashtra University. This 

seminar was conducted by CSI, Rajkot Chapter, under Knowledge 

Forum Session. The session got inaugurated by Dr. R. Sridaran, 

Immediate Past Chairman, CSI Rajkot Chapter. He welcomed new 

chairman, Prof. Sunil Bajeja, who further talked about CSI Rajkot 

Chapter and its various roles and achieved milestones. He also 

introduced and welcomed the speaker.

The session targeted many PG students, Research Scholars and 

doctorates of Rajkot Chapter. It added a feather in the list of 

successes by the CSI Rajkot Chapter.

Dr. Atul Gonsai provided diff erent evolutions of networks devices 

and gave insight to Layer-2-3 switching. The Vice-President 

Prof. Nilesh Advani presented vote of thanks. Prof. Jobi Jose, 

Chapter secretory has made all the arrangements in connection 

with session.

All participants were provided with certifi cates for their 

participation.

Report on CSI Gwalior Chapter Meeting on 12 April 2015
Date: 24-25 July

• Chapter Chairman informed about the activities of CSI Gwalior chapter . 

• A presentation was made by Dr. Vipin Tyagi, RVP- III on the activities of CSI to the gathering. 

• A discussion was done  with MC members and other CSI members.  Advised all to increase CSI members and student branches 

in the chapter. Also advised to increase the CSI activities under chapter, to keep webpage and other information updated and to 

take necessary steps to get database uptodate.
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CSI News

From CSI Chapters »
Please check detailed news at: 

 http://www.csi-india.org/web/guest/csic-chapters-sbs-news

SPEAKER(S) TOPIC AND GIST

AHMEDABAD / MATRUSHRI L.J GANDHI BCA COLLEGE  (REGION III)

Prof. Ankit S. Patel, BCA College, Modasa Prof. Sanjay 

G. Patel, BCA College, Modasa Shri Girish Darji, Aniyor 

High School Shri Surendrabhai Shah, Hon. Secretary, 

M.L Gandhi Higher Education Society, Paldi

Feb 19, 2015: "Computer Awareness Program in the villages Aravalli 
District”
Arvalli is a backward district on the border of Gujarat-Rajasthan. The area 
is hilly and rich with minerals and forest produce. The entire topographical 
sight of the district is rich in natural beauty and it has many spots which 
can be developed as picnic places. It is surrounded by the Arvalli Hills ,the 
oldest mountain ranges in the world. Though the area is rich in natural 
wealth, it is populated by the people of this area contributed substantially. 
Under the able leadership of Mathuradas Laljidas Gandhi and his team. 
The M.L Gandhi Higher Education Society, Modasa is Blessing for Poor 
People who can not aff ord the Higher Education in Ahemdabad, Baroda,
Vidhyanagar ,so our campus is blessing for those people. 

The objective for open CSI student branch in modasa is provide skill 

for students of the diff erent schools (Primary or secondary ) because the 

students of the rural area they don’t have technical skill. Our aim will be to 

develop technical skill in this district.

SPEAKER(S) TOPIC AND GIST

ANITS CSI STUDENT BRANCH (REGION V)

V Srinivas Raju, Assistant Professor, CSE Event- 2 Day Workshop on “Web Design and Development”
A 3 day Workshop on Web Design and Development has been organised 
by ANITS CSI Student Branch at ANITS from 19th to 21st of December , 
2014 at E- Class Room, Department of CSE. This workshop has been 
conducted by V Srinivas Raju, Assistant Professor, Dept of CSE to enable 
the students and even the faculty to become familiar with web design and 
development. Participants have been introduced with all the news trending 
web technologies like php, html 5 etc. Around 50 people have participated 
in this workshop.

Workshop on Web design and development

From Student Branches »
(REGION - I) (REGION -I )

ITM UNIVERSITY, GURGAON AMITY UNIVERSITY, NOIDA

20 & 21-2-2015 - National  Workshop on  Big Data Analytics and Data 

Mining Tools
25-3-2015 – during Expert talk on  the New Generation Technologies : A 

Paradigm Shift
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(REGION-III) (REGION-IV)
TRUBA COLLEGE OF ENGINEERING & TECHNOLOGY, INDORE SILICON INSTITUTE OF TECHNOLOGY, BHUBANESWAR

19-3-2015 – during Inter College Programming Competition : Code 

Combat ‘15

26 to 28-2-2015 – Participants during Annual Inter College Technical 

Festival

(REGION-V) (REGION-V)
SRINIVAS INSTITUTE OF TECHNOLOGY, MANGALORE BNM INSTITUTE OF TECHNOLOGY, BANGALORE

4-4-2015 – Mr. Kartheek Kangala, Senior Engineer, Cisco during the 

workshop SDN and Data Center Networking

20-3-2015 – during Seminar on Awareness of secure programming

(REGION-V) (REGION-V)
SRI KRISHNA INSTITUTE OF TECHNOLOGY, BANGALURU BLDEA’S ENGINEERING COLLEGE, BIJAPUR

11-3-2015 – during one day workshop on Android Applications 

Development
18 & 19-3-2015 – during Tech Fest on TECHSTORM 2K15

(REGION-V) (REGION-VI)
BVRIT, HYDERABAD PIIT, NEW PANVEL

9-4-2015 - Dr. Shekar Muddana, Google, Hyderabad during Guest Lecture 

on Computational Complexity and Theory of NP Completeness

27-3-2015 – during Magazine Launch event
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(REGION-VII) (REGION-VII)
SONA COLLEGE OF TECHNOLOGY, SALEM VELAMMAL ENGINEERING COLLEGE, CHENNAI

20-1-2015 – Dr Vijayaragavan Vishwanathan distributed certifi cates 

during the contest on Reverse Coding and Ethical Hacking
20-3-2015 – Dr Vijaya Chamundeeswari, Mr Somasundaram Jambunathan, 

Dr Duraipandian & Mr Muralidhar during National Conference on 

Advanced Computing Technologies

(REGION-VII) (REGION-VII)
M P NACHIMUTHU M  JAGANATHAN ENGINEERING COLLEGE, CHENNIMALAI, ERODE DR. N G P INSTITUTE OF TECHNOLOGY, COIMBATORE 

24-3-2015 – During National Level Conference on Emerging Trends in 

Information & Computer Science 15

19 & 20-3-2015 – During National Level Technical Workshop on Scalable 

Realtime NoSQL Datastores

(REGION-VII) (REGION-VII)
NANDHA COLLEGE OF TECHNOLOGY, ERODE EINSTEIN COLLEGE OF ENGINEERING, TIRUNELVELI

1-4-2015 – During National Conference Recent Trends in Computing 

Technologies & Applications
21-3-2015 – Prof. Sivaganesh, Dr. Velayutham, Mr. Karthick Natarajan, 

Mr. Mathivanan & Dr Ramar during seminar on Advanced Java Programming

(REGION-VII) (REGION-VII)
SHRI SHANKARLAL SUNDARBAI SHASUN JAIN COLLEGE FOR WOMEN, CHENNAI SRM UNIVERSITY, RAMAPURAM CAMPUS, CHENNAI

20-2-2015 – Participants during the event on Research Forum 10-4-2015 – During the event on Acquisition or Innovation: Which is 

more favoured today

Please send your student branch news to Education Director at director.edu@csi-india.org. News sent to any other email id will not be considered. 

Please send only 1 photo per event, not more.
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(REGION-III)
BABARIA INSTITUTE OF TECHNOLOGY, VADODARA

Babaria Institute of Technology, CSE department has organized CSI Project Competition cum Exhibition held on 18th April, 2015 under the umbrella 

of CSI Vadodara Chapter in which a total of 12 best projects were presented in front of IT Experts from diff erent industries in the esteemed presence 

of Mr. A M Nayak, Chairman, Vadodara Chapter.

Projects demonstration to Jury members Felicitation of Mr. A M Nayak by Prof. Saurabh Shah

Kind Attention: Prospective Contributors of CSI Communications
Please note that Cover Theme for forthcoming issue of June 2015 is planned as follows:

• June 2015 – Data Science

Articles may be submitted in the categories such as: Cover Story, Research Front, Technical Trends and Article. Please send your contributions before 20th 
May 2015. The articles may be long (2500-3000 words maximum) or short (1000-1500 words) and authored in as original text. Plagiarism is strictly 
prohibited.

Please note that CSI Communications is a magazine for membership at large and not a research journal for publishing full-fl edged research papers. 
Therefore, we expect articles written at the level of general audience of varied member categories. Equations and mathematical expressions within 
articles are not recommended and, if absolutely necessary, should be minimum. Include a brief biography of four to six lines for each author with high 
resolution author picture.

Please send your articles in MS-Word and/or PDF format to Dr. R Nadarajan, Guest Editor , via email id nadarajan_psg@yahoo.co.in with a copy 
to csic@csi-india.org.

(Issued on the behalf of Editorial Board CSI Communications)

A special lecture on use of HAM Radio 

in Emergencies and Disasters was 

conducted by OM Jayant S. Bhide 

VU2JAU, NC member, CSI Gwalior 

Chapter in I.T.M. University, Gwalior, 

on 27 March 2015. The possible 

advantages of HAM Radio during 

Disasters. He demonstrated that HAM 

Radio has always worked as supporting 

communication system when nothing 

works. He also pointed out different types 

of disasters faced and how HAMs have 

provided the necessary communication 

to mankind and authorities in difficult 

situations where HAMs could not find to 

set up the station at proper place. 

More than 100 University students 

attended the program. ITM University 

Advisor Mr. R.D.Gupta along with HOD- 

CSE Mr. Sanjay Jain along with other 

faculties attended the program. OM Jayu 

VU2JAU was supported by OM Kamal 

Raj VU3RAE and OM Aditya Ashtikar 

VU3LKA during the program.

A Report on Special Lecture Disaster Communication and HAM Radio at Gwalior

Activity Report of CSI-Bangalore Chapter
Name of the Chapter: Bangalore

Region-V

Event Date: 19th April, 2015 (9.30 am to 4:30 pm)

Event   Name: “Programming and Hands on Workshop on Design Patterns”

Computer Society of India [CSI], Bangalore Chapter organized a One day 
Programming and Hands on workshop on Design Patterns at CSI-BC 

premises on 19th April, 2015.

Mrs. Bhanumathi K S, Chairperson (Elect.) and Event co-ordinator 
welcomed the participants with a brief introduction of the speaker. She 

spoke about the upcoming events of CSI-BC.  She proudly mentioned that 

CSI-BC has been the most vibrant Chapter. 
Introductory Session Photograph
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CSI Calendar 
2015

Anirban Basu
Vice President, CSI & Chairman, Conf. Committee 
Email: abasu@pqrsoftware.com

Date Event Details & Organizers Contact Information

May 2015  events

07-09 May 2015 International Workshop on Intelligent Approaches for Object Oriented Modeling in Component 
Based Software Engineering (IAOOM-2015) to be organized at Jaypee University of Engineering 
& Technology, Guna (MP) http://www.juet.ac.in

Dr. Shishir Kumar
dr.shishir@yahoo.com

15–17 May 2015 International Conference on Emerging Trend in Network and Computer Communication  
(ETNCC2015) at Department of Computer Science, School of Computing and Informatics 
Polytechnic of Namibia in Association with Computer Society of India Division IV. 
http://etncc2015.org/

Prof. Dharm Singh
dsingh@polytechnic.edu.na

17 May 2015 WTISD 2015 - Telecommunications and ICTs: Drivers of Innovations  at CSI Udaipur Chapter, 
IE(I) ULC At  Udaipur

Dr. Y C Bhatt 
drycbhatt@hotmail.com 
Amit Joshi amitjoshiudr@gmail.com

30-31 May 2015 Two Day National Conference on ICT Applications “CONICTA-2015” at IIBM Auditorium, 
Patna organized by CSI Patna Chapter in association with Division III ad Division IV of 
Computer Society of India.

Prof. A K Nayak
aknayak@iibm,in
Dr. Durgesh Kumar Mishra
drdurgeshmishra@gmail.com

July 2015 events

3-4 July 2015 International Conference on ICT for Sustainable Development,   organized by CSI Division 
IV, Ahmedabad Chapter, ASSOCHAM Gujarat Chapter and Sabar Institute of Technology for 
Girls, Gujarat At  Ahmedabad  http://www.ict4sd.in

Amit Joshi amitjoshiudr@gmail.com
Dr. Nisarg Pathaknisarg.pathak@
gmail.com

24-25 July 2015 International Conference on ICT in Health Care and E-Governance, at Sri Aurobindo Institute 
of Technology, Indore in association with Computer Society of India Division III, Division IV, 
Indore Chapter, ACM Udaipur Chapter.  www.csi-udaipur.org/icthc-2015/

Dr. Durgesh Kumar Mishra
drdurgeshmishra@gmail.com
Dr. AK Nayak
aknayak@iibm.in
Mr. Amit Josi
amitjoshiudr@gmail.com

Aug 2015 event

7-8 Aug 2015 International Conference on Innovations in Computer Science & Engineering (ICICSE-2015) 
Organized by Guru Nanak Institution, Hyderabad in association with Computer Society of 
India Division IV and Hyderabad 
Chapter. www.icicse2015.org

Dr. H S Saini  
md@gniindia.org
Dr. D D Sharma
dirmca.gnipg@gniindia.org

Sept 2015 event

10-12 Sep 2015 International Conference on Computer Communication and Control (IC4-2015) at Medicaps 
Group of Institutions, Indore in association with Computer Society of India Division IV, CSI 
Indore Chapter and IEEE MP subsection.

Dr. Promod Nair
Mitm,csedepartment@yahoo.com
Prof. Pankaj Dahore
Pk_dashore@yahoo.co.in

Oct 2015 events

9-10 Oct 2015 International Congress on Information and Communication Technology (ICICT-2015) at 
Udaipur, organized by CSI Udaipur Chapter, CSI Division IV, SIG-WNs, SIG-e-Agriculture and 
ACM Udaipur Chapter. www.csi-udaipur.org/icict-2015 

Dr. Y C Bhatt
drycbhatt@hotmail.com
Mr. Amit Josi
amitjoshiudr@gmail.com

16-17 Oct 2015 6th Edition of the International Conference on Transforming Healthcare with IT to be held at 
Hotel Lalit Ashok, Bangalore, India. http://transformhealth-it.org/

Mr. Suresh Kotchatill, Conference 
Coordinator, mail@transformhealth-it.org
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